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Introduction

Verizon Connect provides multiple fleet management solutions for tracking and managing your fleet of
vehicles (Figure 1). This blog will focus specifically on Verizon Connect Reveal and how you can connect
to the data feed and perform real-time ingestion and analysis with ArcGIS GeoEvent Server.
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Figure 1: Verizon fleet management solutions

Verizon Connect Reveal provides an API to receive position data from your fleet of vehicles (Figure 2). A
couple approaches are available for how you receive the data including polling a REST APl endpoint on
demand or having the data automatically pushed by a Verizon server to a client endpoint. This blog
focuses on the GPS Push Service which based on the latter approach. This approach requires the client
endpoint to be set up in such a way that a Verizon server can connect and send the data to it. The client
endpoint needs to be protected using basic authentication. The Verizon server will authenticate with the
client endpoint prior to sending data. This blog uses Windows IIS and the following steps highlight
enabling basic authentication and routing from an IIS endpoint to an ArcGIS GeoEvent Server connector
endpoint. An organization firewall or a load balancer can be used in place of IIS.
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Help Center Developer Quick Start Guide

* USER GUIDES Get up and running with our APIs, tools and resources before you start developing your Verizon Connect integration. Learn how to create sample requests using our integration

~ AP DOCUMENTATION sample tools

Prerequisites

To get started, make sure that you have the following credentials. Contact the Reveal Customer Care team to have them re-issued if required:

« Verizon ion Manager ( per portal)

: You should have received these from noreply@fleetmatics.com
* Reveal REST credentials — used to verify your client’'s Reveal account permissions: You should have received these from your Reveal Customer Care representative.

» SAMPLE CODE Note: Without access to both sets of credentials, you cannot make an APl request.

Step 1: Create a Verizon Connect app

This app helps Verizon Connect identify the developers that will be using the APIs and manages access to all the APIs needed for your integration

Note: If you have created an app already, you can find it by clicking your profile icon on the top right and selecting My Apps from the select list. Take a note of your app’s ID and go to Step 2

1. Sign in to the Verizon Connect Integration Manager using your Integration Manager log-in details.
2. From your dashboard, click Register Your App.

3. Complete the required fields on the form. We recommend setting your app’s visibility to Private so only you can see your app details.
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Figure 2: Verizon GPS Push Service

It is assumed you have GeoEvent Server installed and configured and are familiar with configuring
inputs, GeoEvent Services, and outputs in GeoEvent Manager. If you're not, access the available quick
start guide, documentation, and tutorials. This blog refers to GeoEvent Server 10.8.1.

This blog is broken down into five sections. Follow the steps outlined in each section to properly
configure, ingest, process, and disseminate the Verizon Connect Reveal data.

e Configure a GeoEvent Server connector endpoint to receive data from Verizon Connect Reveal
e Enable basic authentication on the machine

e Route traffic from an IS endpoint to a GeoEvent Server connector endpoint
e Configure GeoEvent Server to process the Verizon Connect Reveal data
e Test the Verizon Connect Reveal data feed

Configure a GeoEvent Server connector endpoint to receive data from Verizon Connect
Reveal
First, configure a GeoEvent Server input connector to receive data from Verizon Connect Reveal.

1. Open a web browser and navigate to ArcGIS GeoEvent Manager (e.g.,

https://<your machine>:6143/geoevent/manager).

2. Click Add Input and then click Receive JSON on a REST Endpoint.
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3. Configure the new input connector as illustrated below.
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4. Click Save to save the new input.
The new verizon-gps-rest-json-in input will be listed under Inputs.

5. Click play to start the input and make it ready to receive incoming data.
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Notice the input changes from a stopped state to started, indicated by the green icon to the left of
the input.
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6. Click the verizon-gps-rest-json-in input to open the properties.
7. Copy and paste the URL in the URL parameter to a text editor.

You will use this later for a URL Rewrite rule.
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Enable basic authentication on the machine
To enable basic authentication, you will rely on a feature in the Windows operating system.

1. Open the Control Panel and navigate to Programs > Programs and Features.

2. Click Turn Windows features on or off.

[Tj‘ Programs and Features

4 13 > Control Panel > Programs > Programs and Features
Control Panel Home iy
Uninstall or change a program

View installed updates

To uninstall a program, select it from the list and then click Uninstall, Change, or Repair.
F Turn Windows features on or

ff
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Install a program from the A . .

network Name Publisher Installed On  Size
[B2) 7-Zip 19.00 (x64) Igor Paviov 8/1/2019 4.
© ArcGIs Data Store 108.1 Environmental Systems Research.. 11/16/2020 2
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3. Navigate to Internet Information Services > World Wide Web Services > Security and check the

Basic Authentication checkbox.
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To turn a feature on, select its check box. To turn a feature off, clear its check
box. A filled box means that only part of the feature is turned on.
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4. Click OK to apply the change and Close once the change is applied.
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Research...
Research...

Next, you will create a local account on the machine that will provide the URL endpoint for the Verizon
Connect Reveal server to authenticate, connect to, and send data to.

5. Open Computer Management and navigate to Local Users and Groups > Users and from More
Actions click New User.

6. Enter your User name and Password then confirm.
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7. Click Create to create the new user.

8. In File Explorer, create a new folder at C:\VerizonReveal.

Actions
Users -
More Actions »




9. Open Internet Information Services (1IS) Manager and navigate to Sites and right-click Default Web

Site and choose Add Virtual Directory.
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10. Enter the Alias and Physical path as illustrated below. then click the OK button to dismiss the dialog.
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11. Click OK to add the new virtual directory.

The new virtual directory should now appear under Default Web Site.
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12. To test the virtual directory, create a new index.html file in the folder C:\VerizonReveal.

13. Open index.html in a text editor and copy and paste the content below.
<IDOCTYPE html>
<html>
<body>
Hello Verizon
</body>

</html>

14. Save the text file.

15. In a browser, enter http://localhost/verizonreveal.

C @ locahost

Hello Verizon

The text Hello Verizon should display on the page.
Next, it is necessary that basic authentication be enabled for the virtual directory in [IS Manager.
16. Open Internet Information Services (1IS) Manager and navigate to Sites > Default Web Site and
select the verizonreveal virtual directory.

17. Double-click Authentication or click Open Feature from the Actions panel on the right.
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18. Select Basic Authentication then choose Enable under Actions on the right panel.
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Notice the Status column for the Basic Authentication changed from Disabled to Enabled.

19. The Anonymous Authentication status is Enabled by default, select it and then choose Disable from

Actions panel on the right.
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20. To test the basic authentication, open the browser and navigate to http://localhost/verzionreveal/.

A Sign in dialog will pop up.



http://localhost/verzionreveal/

21. Enter your Username and Password for the verizonconnect user and click Sign in.

Route traffic from an IIS endpoint to a GeoEvent Server connector endpoint
IIS provides the URL Rewrite extension that can be used to redirect HTTP traffic. The URL Rewrite

@ A

C @ locahost

If authentication is successful, the webpage will display Hello Verizon, indicating basic

Signin

http:/flocahost

Username  verizonconnect

Password | sssssssses

authentication is working properly.

module should be installed first.

1.

In a browser, navigate to the Web Platform Installer on the Microsoft IIS site.

Optionally, in 1IS Manager, click Get New Web Platform Components to access the same webpage.
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Click Install this extension to download the installer.
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3. Open the WebPlatforminstaller.msi installer after it downloads.

ﬂ Microsoft Web Platform Installer 5.1 Setup = X

ITe Internet
IIS gg‘;g'lg;:lioﬂ Welcome to the Microsoft Web Platform
Installer 5.1 Setup Wizard

The Satup Wizard allows you to change the way Microsoft Web
Platform Installer 5.1 features are installed on your computer or
to remove it from your computer. Click Next to continue or
Cancel to exit the Setup Wizard.

e

4. After the installation completes, relaunch IS Manager to refresh its content.

5. Select your machine, scroll to bottom of the middle panel, and double-click Web Platform Installer.
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6. Inthe search box, search for URL Rewrite.
7. Click Add to add it to add URL Rewrite 2.1 to the installation list.
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In addition to the URL Rewrite module, the Application Request Routing module also needs to be

installed.

8. Inthe search box, search for ARR and click Add to add Application Request Routing 3.0.
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9. Click 2 Items to be installed to show the items to install.
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10. Verify Application Request Routing 3.0 and URL Rewrite 2.1 are listed.
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The following items are ready to be installed:
X Application Request Routing 3.0

View license terms Direct Download Link
% URL Rewrite 2.1

View license terms Direct Download Link
Total file download size: 824 MB

11. Click Close to dismiss the dialog.

12. Click Install to install the two items.
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13. Click I Accept to continue with the installation.
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PREREQUISITES INSTALL CONFIGURE FINISH

Review the following list of third party application software, Microsoft products and components, and any additional

| software identified below to be installed and Windows components to be turned on. Third party applications and
products are provided by the third parties listed here. Microsoft grants you no rights for third party software. You are
responsible for and must separately locate, read and accept these third party license terms.

% Application Request Routing 3.0

View licen Direct Download Link
 URL Rewrite 2.1

View license terms Direct Download Link
Total file download size: 824 MB

ick here to see additional softw o be installed and review the associated Microsoff s ters
By clicking "| Accept”, you agree to the license terms for the third party and Microsoft software, and any additional
software identified above. if you do not agree to all of the license terms, click "I Decline”.

The two items will be installed.

PREREQUISITES INSTALL CONFIGURE FINISH

Microsoft Azure

Mlicrosoft Azure is an open and flexible cloud
platform that enables you to quickly build,
deploy and manage applications across a global
network of Microsoft-managed datacenters.
Easily create web sites, virtual machines or
databases in a few clicks.

Try it free now!

Download progress: Application Request Routing 3.0 0 KB/sec

Install progress: Installing Application Request Routing 3.0 2 out of 2]

l [

14. After the installation completes, relaunch 1IS Manager to refresh its content.

15. In the IS group, double-click Application Request Routing Cache to open it.
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16. In the Actions panel, in the Proxy subgroup, click Server Proxy Settings.

0’ Application Request Routing Cache

Use this feature to view runtime statistics for Application Request Routing. Use the Actions to configure disk cache settings and manage

cached content.
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Help

17. Review the Application Request Routing settings and ensure they match the illustrations below.



q Application Request Routing

Use this feature to configure proxy settings for Application Request Routing.

4 Enable proxy
Proxy Setting
HTTP version:

Pass through

Keep alive

Time-out (seconds):

[120

[ Reverse rewrite host in response headers
Custom Headers

Preserve client IP in the following header:

[X-Forwarded-For

B4 Include TCP port from client IP

Forwarding proxy header value:

>

[T Features view |i.2 Content View

q Application Request Routing

Use this feature to configure proxy settings for Application Request Routing.

Preserve client IP in the following header:

| x-Forwarded-For

[ Include TCP port from client IP

Forwarding proxy header value:

Cache Setting

Memory cache duration (seconds):

Enable disk cache
[ Enable request consolidation
Query string support:

Ignore query string

Buffer Setting

[=] Features View |12 Content View

Br Apply
B¢ Cancel

48 Back to ARR Cache

Advanced Routing
URL Rewrite...

® Hep

(i) Server routing rules have not
been created. Click "Use URL
Rewrite to inspect incoming
requests” to create these
rules.

A\ Enabling proxy allows
requests to be potentially
routed to servers outside of
your server farm,

& apply

.ﬁ( Cancel

4@ Back to ARR Cache
Advanced Routing
URL Rewrite...

® rHep




q Application Request Routing
Use this feature to configure proxy settings for Application Request Routing.
Buffer Setting

Response buffer (KB):
(4036 ]

Response buffer threshold (KB):
26 |

Proxy Chain
Proxy server:

I I

Example:: prosy .0ontoso oom -B080

Proxy Type

[ Use URL Rewrite to inspect incoming requests

.(B Server routing rules have not
been created. Click “Use URL
Rewrite to inspect incoming
requests” to create these
rules.

‘ﬁ Enabling proxy allows

requests to be potentially
routed to servers outside of
your server farm.

B/ Apply
,5( Cancel
t Back to ARR Cache

Advanced Routing
URL Rewrite...

o Help

[ Festreiew . Conentview

q Application Request Routing

Use this feature to configure proxy settings for Application Request Routing.
Response buffer threshold (KB):
[2se I

Proxy Chain
Proxy server:

Excample: prosey contoso com S080

Proxy Type

[J Use URL Rewrite to inspect incoming requests
| Enable S5L offloading

Reverse proxy:

<

iI

|(@) Server routing rules have not
been created. Click "Use URL
Rewrite to inspect incoming
requests” to create these
rules.

‘A Enabling proxy allows

requests to be potentially
routed to servers outside of
your server farm,

& Apply
§< Cancel
@8 Backto ARR Cache

Advanced Routing
URL Rewrite...

o Help

[ Femrs Ve ] 2 Coment Vi

19. Double-click on the URL Rewrite to open it.

18. Navigate back to Home in IS Manager by clicking the machine name in the tree view.



Filter: » % Go - (GyShowAll | Groupby: Area -~

ASP.NET ~
3 ¢ @ @ 9 E B ¥ E |
NET NET Error NET MET Trust  Application Connection Machine Key Pages and

Mﬂmﬂut. Compilation Controls

Pages  Globalization  Levels Settings Strings

R & &

Providers  Session State SMTP E-mail

W R 9 B E

Application Authentic.. Compression  Default Directory  Error Pages

Request R... Document  Browsing
O 8§ = o F &
ISAPI Filters  Logging  MIME Types  Modules Request

thmg Filtering
Management

" 0 & & 8 d B O

Cmmbralinmd  mmbimens [ ne as

!I': Ii Features View Iht Content View

20. Click Add Rule(s) from the Actions panel.

q URL Rewrite

Provides rewriting capabilities based on rules for the requested URL address and the content of an HTTP response.
Inbound rules that are applied to the requested URL address:

View Server Vanables...

Name input Match Pattern Y Manage Providers
View Rewrite Maps...
View Providers...
Outbound Rules ~
View Preconditions...
View Custom Tags...

@ tep
< I EE———, >
Outbound rules that are applied to the headers or the content of an HTTP response:
Name Input Match Pattern Action Type Action Value Stop Proce
< I —————— >
[Feswreven . Content i

21. On the Add Rule(s) dialog, select Blank rule and click OK.



Add Rule(s)

Select a rule template:

Inbound rules

‘ 22 Rule with rewrite map
'S Request blocking

Inbound and Outbound Rules
1% User-friendly URL

Outbound rules
¢ Blank rule

Search Engine Optimization (SEQ)
® Enforce lowercase URLs

Select this template to create a new inbound rule without any preset values. This template opens the “Edit Rule® page that
you can use to define a new rewrite rule for changing the requested URL address.

core

22. Enter the rule configuration as illustrated in the example below.

NOTE: The Rewrite URL you enter should be the same URL as the GeoEvent Server input connector
you created in the Configure a GeoEvent Server connector endpoint to receive data from Verizon

Connect Reveal section above.




q Edit Inbound Rule
MName:

e

Match URL

Requested URL:
Matches the Pattem v

Pattern:

@

Using:
Regular Expressions v|

[4 Ignore case

Conditions

Server Variables

ttps://<fqdn-servername>:6143/gecevent/rest/receiver/verizon-gps-resc-json-in

4 Append query string

rﬁ Stop processing of subsequent rules |

et Conen Vi

For this example, the Rewrite URL is

By Apply
(¢ Cancel

* Back to Rules

@ Hep

https://<your server>:6143/gecevent/rest/receiver/verizon-gps-rest-json-in

Q, Edit Inbound Rule

Hame:

=

[varizoneevest

|
| 4 Back 1o Rutes

Mlatch URL

Matches the Patterm v Reguiss Expressiens

| @ e

Server Varables

Action Properties
Fiewerite URL:

@

=
IFuu:H?"' =: 6143/ gecevent/ rest/receiver/ verizon-gra-sest-3scn-in I

[ Append query string

|7 ‘Stop processing of subsequent rubes

| Features Veew |1 Contont View




23. Click Apply to create the rule.

24. Click Back to Rules to navigate back, the newly created rule will be listed.

iy Actions
e;l URL Rewrite .
Provides rewriting capabilities based on rules for the requested URL address and the content of an HTTP response. Manage Server Variables
Inbound rules that are applied to the requested URL address:
Name Input Match Pattern e Manage Providers
1+ verizonreveal URL Path Matches venzonreveal | 1 ST
< > Conditions Lo
Outbound rules that are applied to the headers or the content of an HTTP response: Inbound Rules L
Name Input Match Pattern Action Type Action Value 8
~
< >|
| =] Features View |2 Content View 4+ ™ [ -

With everything configured, GeoEvent Server is now ready to receive data from the Verizon Connect
Reveal server.

Configure GeoEvent Server to process the Verizon Connect Reveal data

The Verizon Connect Reveal GPS Push Service data contains sub-hierarchies in its data structure. This
data is not easily translated to a feature schema that can be used in ArcGIS applications. So, in this case,
the GPS Push Service data needs to be mapped to a flattened schema first. You can accomplish this
using the real-time processing capabilities of GeoEvent Server.

Below is the hierarchical data directly from the GPS Push Service:



Fields for VerizonGPS

[ New Field | | Reorder Fields |

Name Type Cardinality Tags Action
Sequenceld Double 1 £ x
UpdateUTC Date i TIME_START a1
DeviceTimeZoneOffset Double 1 £ X
DeviceTimeZoneUseDST Boolean 1 PR
DisplayState String i P
IsPrivate Boolean 1 X
Speedkmph Double 1 ra
DirectionDegrees Double 1 £ xR
Heading String 1 a1
DeltaDistancem Double i P
Odometerkm Double 1 7 x
TotalEngineMinutes Double 1 e
TdleTimeMinutes Double 1 xR
Latitude Double 1 rae. 1
Longitude Double 1 .
DeltaTimelnsec Double 1 Fa
SensorBits Double i Fa
geometry Geometry 1 GEOMETRY Fa
f String 1 £ x
token String 1 s R
Sensorvalues String 1 £ x
Vehicle Group 1 oS x
Number String 1 &
Name Sting 1 7 x
WIN Sting 1 s x
ESN Diouble 1 s x
Address Group 1 Hx
Addressline 1 Siring 1 ra 1
AddressLine2 Stkring 1 s x
Locality Siring 1 P
PostalCode Siring 1 F
AdministrativeAraa Shring 1 F
Country Sinng 1 e
Diriver Group 1 H s ox
DiriverkeyF obid Doulibs 1 s X
DriverLastName Siring 1 Fa
DiriverFirsthiame Sinng 1 s
Diriverbumber Sing 1 s x

And here is the flattened schema required by ArcGIS applications:



. ArcGIS GeoEvent Manager Manager m Logs

GeoEvent Components Settings
Save | | Cancel |
GeoEvent Definition Name: "I:rlunEIISFm II
Owiner Name: mp

Fields for VerizonGPSFlat

| Mew Field | | Reorder Fields

MName Type Cardinality Tags Action
Sequenceld Double 1 Fa
UpdateUTC Date 1 TIME_START F
DeviceTimeZoneOffset Double 1 £ n
DeviceTimeZoneUseDsT Boolean 1 £ x
DisplayState String 1 ’x
IsPrivate Boolean 1 Fa
Speedkmph Double 1 F
DirectionDegréss Daouble 1 P
Heading String 1 ]
DeftaDistancekm Double 1 7 x
Odometerkm Double 1 F a1
TotalEngineMinutes Double 1 .
IdleTimeMinutes Double 1 xR
Latitude Double 1 s x
Longitude Double 1 7 x
DeltaTimelnSec Double 1 F
SensorBits Double 1 F
VehicleMumber String 1 TRACK_ID P
VehicleMame String 1 Fa
VIN String 1 Fa
ESMN Double 1 F i
AddressLinel String 1 ra .
AddressLine2 String 1 P
Locality String 1 P
PostalCode String 1 7 x
Administrativedrea String 1 F
Country String 1 F
Driverkeyrobld Double 1 P
DrverLasthame String 1 P
DriverFirstName String 1 P
Drverlumber String 1 F i
geometry Geometry 1 GEOMETRY F

The steps for flattening the data structure will not be outlined in this blog. The Field Mapper Processor
illustrated in the yellow box below) should be used to map the GPS Push Service data from the original
hierarchical schema to the flattened schema. Additional guidance on the real-time processing workflows
of GeoEvent Services can be found in the GeoEvent Server tutorials.



https://enterprise.arcgis.com/en/geoevent/latest/analyze/field-mapper-processor.htm
https://enterprise.arcgis.com/en/geoevent/latest/geoevent-services/overview-of-geoevent-services.htm
https://enterprise.arcgis.com/en/geoevent/latest/get-started/geoevent-server-tutorials.htm

. ArcGIS GeoEvent Manager

esri.com | ArgGIS Enterprise | Server Manager | Sign Out | Help

s [

# Verizon Reveal GPS-1 *

Status In/Out Count: Rate (over last S mins) Edit Rate Max Rats Time Since Last Viaw Graph Action
4 :25:
et In ] 0 fzec 0 /sec 00:25:26 B s
out ] 0 /zec y 0 /sec 00:25:26
1 | M1 [
| — At et
[+ ] | 1 (el | [+ ] ¥
| | Mapper)
0 verzongps-update-bds-out

r Properties

Hame:* FM1

Processor: Fiald Mapper

Source GeoEvent

VerizonGPS
Definitson™: :

Target GeoEvent

VerizonGPEFiat
Deefinition™ :

Source Fields

Seguancald

UpdatelTs

DeviceTimeZoneOffset

DeviceTimeZonellseDST

DisplayState

IsPrivata

Epeedmph

DirectionDegress

Heading

DeltaDistanceiim

Cdomatarkm

TotalEngineMinutes

IdleTimeMinutes

Latitude

Longitude

DeltaTimalnSec

SensorBits

Wahicke. Number

Target Fields

= | Sequenceld Double
= | UpdateUTC Dare
P DeviceTimeZoneOffset Dovble
= | DeviceTimeZonelseDST Boolean
= DisplayState Sering
- IsPrivate Sceolean
= | SpeedKmph Double
= | DirectionDegrees Double
= | Heading Sering
= DeltaDistancekKm Double
= | Odometerkm Oouble
= | TotalEnginaMinutes Double
= | IdleTimeMinutes Doutie
= | Latitude Double
= | Longitude Double
= | DeltaTimelnSec Double
= | SensorBsts Doubls

= | VehicleMumber Sering



Processor Properties

| TdleTimeMinutes

Latitude

Longituds
DeltaTimelnSec
SensorBits
Vehiche.Number
Wahicla.Nama
Wahicle.VIN

| Viehicle.EEN
Address.Addresslinel
Address.AddrassLingl
Address.Locality
Address.PostaiCode
Address.AdministrativeArea
Address.Country
Driver.OrivarkeyFobld
Drivar.DrivarLastMama
Driver.DriverFirstame
Driver, DriverNumber

gEamabry

TdleTimeMinutes Double
Latitude Double
Longitude Double
DeftaTimelnSec Double

-

SensorBats D

cudie

VehicleMumber Sersg

VehicleName Soring

VIN Sering

ESN Double

AddressLinel String

Addressline? Sreing

Locality Soming

PostalCode Stning

Administrativedrea Sewring

Country Sering

DriverkeyFobld Double

DriverLastName Siring

DriverFirstName Scring

DrverMumber Strng

geometry Geometry

Ok | Cancel | Help

Test the Verizon Connect Reveal data feed
Prior to requesting Verizon Connect Reveal start sending data to the IIS endpoint, additional tests should
be conducted first. Apps such as Boomerang can be used to post the data to the IIS URL for testing.

Open a browser and navigate to Boomerang.
Click Quick Request.
Change GET to POST.

Enter the IIS URL (in this example, https://<your server>/verizonreveal/).

A N

Copy the sample JSON data below and paste into JSON body panel.


https://app.boomerangapi.com/workspace

"Sequenceld": 162517.0,
"UpdateUTC": 1614364635000,
"DeviceTimeZoneOffset": -5.0,
"DeviceTimeZoneUseDST": false,
"DisplayState": "Moving",
"IsPrivate": false,
"SpeedKmph": 30.0,
"DirectionDegrees": 340.0,
"Heading": "North",
"DeltaDistanceKm": 0.54,
"OdometerKm": 64853.82300541169,
"TotalEngineMinutes": 179742.0,
"ldleTimeMinutes": 0.0,
"Latitude": 35.78075055555556,
"Longitude": -77.90424,
"DeltaTimelnSec": 89.0,
"SensorBits": 0.0,
"geometry": {

"x":-77.90424,

"y": 35.78075055555556,

"spatialReference": {

"wkid": 4326
}
2
"f': null,
"token": null,

"SensorValues": null,

"Vehicle": {
"Number": "1234",
"Name": "Truck1234",
"VIN": "1ABCDEF567890",
"ESN": 1.3E7

|2

"Address": {



"AddressLinel": "4020 State Rd 1327, EIm City, NC 27822, USA",
"AddressLine2": "4020 State Rd 1327",

"Locality": "Elm City",

"PostalCode": "27822",

"AdministrativeArea": "NC",

"Country": "USA"

b

"Driver": {
"DriverKeyFobld": 0.0,
"DriverLastName": "Bond",
"DriverFirstName": "Jason",
"DriverNumber": null

}

Wekome  Requend

ekl [ — /geoevent/rest /receiv

REQUESTS
BSON~ | HEADERS  QUERYSTRING  AUTH-  ASSERTION=-

6. Click the AUTH tab and click the BASIC auth type.
7. Enter the USERNAME and PASSWORD for the Verizonconnect user you created earlier.



My Project ” Requens

D0 SERVICE © NEW FOLDER BN -
- Retpssy t/gecevent rest/receiver/verizonreveal

HEADERS ~ QUERYSTRING | BASIC= |  ASSERTION- BODY- | HEADERS
1

8. Click SEND.

Boomerang displays a m response code if the transmission is successful. In GeoEvent
Manager, the Verizon Connect Reveal input’s count will also increase once the data is received.

Upon successfully testing the data stream, GeoEvent Server is now ready to receive data from the
Verizon Connect Reveal server. The IIS URL and the basic authentication information should be
communicated to Verizon Connect Reveal. It is also recommended you encrypt the traffic using an
HTTPS URL to avoid exposing the basic authentication information in the HTTP header. Since the HTTP
traffic is being sent over a public network, it is also recommended you obtain a CA-signed certificate for
your server from a trusted certificate provider (e.g., Verisign, DigiCert, etc.) and apply it to your server.
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